
2026 年 2 月 6 日 

 

サイバー攻撃による情報漏えいに関するご報告（第 2 報） 

 

2025 年 12 月 10 日付「サイバー攻撃に関するご報告とお詫び」にて公表いたしました、弊社サーバー

への不正アクセスおよびランサムウェア被害につきまして、外部専門機関によるフォレンジック調査お

よびリークサイトの精査状況を以下の通りご報告申し上げます 。 

関係者の皆様には多大なるご心配とご迷惑をおかけしておりますことを、深くお詫び申し上げます 。 

 

記 

 

1. 情報漏えいの確認について 

外部専門機関による調査を継続中ですが、現在までの間に攻撃者が管理するリークサイトにおいて、

弊社が管理していた情報の一部が公開されたことを確認いたしました。これにより、同サーバー内に

保存されていた一部の個人情報が外部へ流出した事実を認定いたしました。 

なお、これまでの調査において、お客様のクレジットカード情報の流出は確認されておりません。 

 

2. 漏えいが確認された個人情報の項目 

現時点で流出が判明している個人情報は以下の通りです。 

⚫ 弊社のお取引先様および受託業務等に関連する個人情報（氏名、住所、電話番号等）  

⚫ 弊社従業員に関する情報  

 

3. 対象となる方々への対応について 

現在、弊社ではリークサイトより取得したデータの精査および対象者の特定を、外部専門機関の支

援を受けながら進めております。情報の精査が完了した方から順次、必要に応じて個別に通知を開始

しております。 

なお、対象範囲が多岐にわたるため、事実関係の確認が取れ次第、段階的にご案内を差し上げます。 

 

4. 二次被害へのご注意 

現時点で本件を悪用した二次被害は確認されておりませんが、万が一、不審な電話やメール等が届

いた場合には、安易に個人情報を提供せず、速やかに下記お問い合わせ先までご連絡いただけますよ

うお願い申し上げます 。 

 

5. 再発防止策および今後の公表について 

弊社は本件発生後、直ちに当該サーバーの使用を停止し、システム基盤をより堅牢なクラウド環境

へ完全移行いたしました。 

今後は、受託業務におけるデータ管理ルールの運用を厳格化し、社内セキュリティ体制の抜本的な

強化に努めてまいります 。 

 

外部専門機関による調査終了後は、当該結果を適宜本ホームページにてお知らせいたします 。 



 

【本件に関するお問い合わせ先】 

 株式会社 47CLUB 個人情報お問い合わせ窓口 

 メールアドレス：pi@47club.jp  

 

以上 


